
 

Process: System Logon 

Description:  
The Contact record is used to define Contacts on the system.  The following 
steps walk through how Contact records are created and confirmed in the 
OSS Web Portal 
 

 

Process Detail: This document will outline how to Sign Up and Log On to the OSS System  

Steps 

 
1. Once a Contact is created, the first action that will occur is an email invitation will be sent out. 

This email will be sent to the Email as designated by the contact information provided by JFS and 

the counties.  

2. The email will give the hyperlink for the initial signup for the Ohio Shared Services Web Portal. 

An example of this email is shown below. 

 

3. Once the Contact has received the email, they should click on the Hyperlink to be taken to the 

OSS web portal. 

4. This will bring the Contact to the Profile Setup page. This page will display with the values input 

by the creator of the contact. This will show the First and Last name of the Contact that has 

been created with, along with the County that the contact is associated with and the email 

address. The Contact should verify all information is correct. If anything is incorrect, the Contact 

should contact OSS or the County Administrator that created the Contact to update the 



 

information. If all information is correct, the user should click on the Confirm button to Accept 

the Contact creation information. 

 

5. The page will update and display with the Contact Information profile setup. This allows the 

Contact to enter/update any information regarding their Contact profile. Those fields that are 

required for the creation of the Contact profile are shown with an (*) next to the field name. The 

table below lists the required fields and a description of the field. 

Field Description 

Company This is the company (county) that the Contact is 
associated with. This field should be pre-
populated with the county that the Contact is 
associated with 

First Name This is the first name of the Contact. This field 
should be pre-populated with the Contact’s first 
name 

Last Name This is the last name of the Contact. This field 
should be pre-populated with the Contact’s last 
name 

Address This is the address of the Contact. The Contact 
should enter in the Address for possible contact 

City This is the city of the Contact. The Contact 
should enter in the City for possible contact 

State This is the state of the Contact. The Contact 
should enter in the State for possible contact 

Zip This is the zip code of the Contact. The Contact 
should enter in the Zip Code for possible contact 

Phone This is the phone number associated with the 
Contact. The Contact should enter in a possible 
phone contact number 

Email This is the email associated with the contact. 
This should be pre-populated with the email that 
the Contact is associated with 

User Name This is the User Name the Contact will use to sign 
into the system with. The recommended format 
for the User Name is “FirstNameLastName”. If 



 

the user name is already taken, the user will 
receive a notification that the User Name is 
already taken. If this occurs, the contact should 
add a numeric value to the User Name. 

Active This will designate whether the Contact is Active. 
This will not allow for modification during initial 
setup and will display with Yes 

New Password The Contact will need to designate a password 
using the following Rules. (Additionally the (?) 
can be clicked upon to bring up the rules at any 
point).  
The Password must contain 1 Uppercase, 1 
Lowercase, 1 Special Character and Must be at 
Least 8 Characters. 

Confirm New Password The Contact will need to re-enter their password 
that they have just entered in the New Password 
field. If this does not match, the user will receive 
notification when they attempt to submit their 
profile that the passwords did not match 

 

 



 

 

6. Once all required information has been entered for the Contact’s profile, the Contact should 

then click on the Submit button on the bottom of the page. If all data is correct and all fields are 

filled, the page will update to display that the creation of the Contact is complete. While the 

profile has been created, an administrative user must review the Contact submission prior to 

allowing the Contact to access the OSS web portal. During this review period, the Contact will 

not be able to login to the Web Portal.  

 

7. Once the Review of the Contact has completed, the Contact will receive email notification that 

they have been approved for access to the Web Portal. An Example of the email that will arrive 

is shown below.  



 

 

8. Once the email is received, the Contact should click on the Hyperlink contained in the Email. This 

will bring the Contact to the Web Portal sign in 

9. The Contact should enter the User Name and Password that they designated during their profile 

creation 

 

10. Once the Contact has entered in the information required for sign on, they should click on the 

Submit button to enter the web portal 

11. If the Contact is having any issues with their password or user name, the Contact should click on 

the Password Help hyperlink 

12. This will bring the Contact to the Forgot Password page. Here, the Contact should enter the User 

Name and Email Address that is associated with the Contact. 

 

13. The user should then click on the Submit button. The page will update to display that a 

Temporary Password has been sent in order to allow for resetting of the password 



 

 

14. An example of the email for the password reset is shown below 

 

15. The Contact should click on the top link to begin the password reset operation.  

16. This will bring the Contact to the password reset page. Here, the contact should enter the User 

Name, the Temporary Password contained in the email as the Existing Password, and the 

Contact should enter in a New Password and then Re-Enter the Password in the Confirm New 

Password.  

 

17. Clicking the Submit button will update the password and the user will be logged onto the OSS 

Web Portal 


